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Na samym poczgtku musimy zastanowic sie, co znaczg stowa: zagrozenie sieci komputerowej. Zagrozenie, czyli cos co moze wptyngc¢
niekorzystnie na naszg sie¢. Naszym zadaniem jest zmniejszy¢ prawdopodobienstwo tego zdarzenia do jak najnizszego poziomu. No tak, ale
jesli tak postgpimy to ograniczymy funkcjonalnosc i dostep z naszej sieci do innych zasobéw. Mozemy np. catkowicie odtgczy¢ sie od Internetu,
ale czy wtasnie o to nam chodzi. Raczej w tej sytuacji nalezy przyjrzec¢ sie sieci, ktorg nalezy zabezpieczyc¢, ale pod takim katem, aby moc
wywazy¢ miedzy dostepem do niej, a jej bezpieczenstwem.

Najwazniejsze co powinno by¢ chronione w sieci komputerowej to informacja, bowiem celem wszelkich dziatan z zakresu bezpieczenstwa
teleinformatycznego jest ochrona informacji, a nie sprzetu komputerowego. Brak takiego jasnego priorytetu ochrony niekiedy sprawia, ze zasoby
komputerowe sg chronione w lepszy sposoéb niz informacja na nich przechowywana.

Najlepiej powinny by¢ strzezone informacje wrazliwe (istniejg jeszcze informacje niewrazliwe), ktére charakteryzujg sie tym, iz dla okreslonego
podmiotu mogg by¢ wykorzystane przeciwko niemu, jesli dostang sie w niepowotane rece.

Sam termin bezpieczenstwa teleinformatycznego definiuje sie jako poziom uzasadnionego zaufania, ze straty wynikajgce z manipulowania
danymi nie zostang poniesione. Informacja posiada trzy cechy odnosnie jej bezpieczenstwa, sg to:

tajnos¢ — czyli stopien ochrony informaciji, ustalana przez osoby posiadajgce informacje; z pojeciem tym zwigzana jest tez poufno$¢, czyli
mozliwos¢ decydowania o przekazaniu informacji innej osobie lub mozliwosc¢ przyjecia danej informacji

integralnos¢ — oznacza, ze informacja nie zostata w jakis sposéb zmodyfikowana

dostepnos¢ — bardzo charakterystyczna cecha w sieciach komputerowych zwtaszcza, oznacza mozliwo$¢ skorzystania z danych przez
uprawnionych uzytkownikéw, aplikacji, procesow.

Innym atrybutem takze moggcym sie kwalifikowac do tego zestawienia i czesto w takim wypadku podawany jest rozliczalnos¢, czyli mozliwosc
sprawdzenia, z jakich zasobow korzystat dany uzytkownik.

Generalnie zagrozenia mozna podzieli¢ na dwie kategorie: wewnetrzne i zewnetrzne. Zagrozenia wewnetrzne pochodzg z wewnatrz sieci mogag
je powodowacé pracownicy firmy sabotujgcy dziatalnos$¢ sieci.

Natomiast zrodtem zagrozen zewnetrznych sg hosty pracujgce poza naszg siecig, a w dobie Internetu o nie nie trudno. Najbardziej



ASSO - ADMINISTROWANIE SIECIOWYMI SYSTEMAMI OPERACYJNYMI - E.13
m IDENTYFIKOWANIE ZAGROZEN W SIECIACH KOMPUTEROWYCH

spektakularne sg wtamania z zewnatrz, poniewaz sg duzo trudniejsze do przeprowadzenia oraz firma odbiera taki napad jakby kto$ obcy wdart
sie na jej podworko. Najczestsze jednak i te najbardziej niebezpieczne to przeprowadzane od wewnatrz. Nie majg one az tak duzego rozgtosu,
poniewaz firmy uwazajg, ze pracownik dokonujgcy dziet zniszczenia bgdz utrudnienia pracy dziatania sieci to jej wewnetrzna sprawa. Nalezy
jednak o nich caty czas pamietac i bacznie zwraca¢ uwage na duze niebezpieczenstwo pochodzgce od strony Srodka sieci.

Zagrozenia stwarzajg intruzi, ktérych mozna podzieli¢ na dwie grupy ludzi.

Intruzi majgcy matg wiedze z zakresu informatyki i niewielkie umiejetnosci. Najczesciej plan ataku czerpig z gotowych stron internetowych,
dokumentow, bgdz wiedzy swych kolegdéw. Stwarzajg oni zagrozenia zwane niestrukturalnymi, poniewaz ich dziatania nie sg w jakis$ specjalny
sposob uporzgdkowane i zaplanowane. Ale dlatego tez atak moze przynie$¢ zaskakujgce rezultaty. Jednakze ataki tego typu nie sg zbyt trudne
do wykrycia.

O wiele bardziej niebezpieczne sg zagrozenia strukturalne, ktorych zrodtem sg ludzie bedgcy specjalistami w dziedzinie informatyki i ktorymi
kieruje najczesciej che¢ zysku lub silna motywacja do przekroczenia jakiejs bariery bezpieczenstwa. Sg trudniejsze do wykrycia, poniewaz
atakujgcy wiedzg jak zacierac za sobg slady obecno$ci.

Oba typy zagrozen sg niebezpieczne z tym, ze atakow strukturalnych jest duzo mniej. Dla przyktadu jednym z powszechnych zagrozen
niestrukturalnych jest cztowiek probujacy odgadng¢ hasto administratora na serwerze linuxowym.

Najbardziej podstawowg ochrong przed sieciowym napadem jest ochrona fizyczna. Co oznacza, ze musimy dobrze zabezpieczy¢ nasze fizyczne
urzgdzenia sieciowe, aby niepowotana osoba nie miata do nich dostepu. Do kategorii tej zalicza sie rowniez elementy pasywne takie jak
przewody, tgczéwki itp. Bardzo czesty i powazny bigd to sie¢ bezpieczna tylko w Srodowisku programowym, sprzetowym. C6z nam bowiem z
najlepszych urzgdzen bezpieczenstwa, gdy ztodziej ukradnie dysk twardy serwera, albo po prostu odtgczy urzgdzenia sieciowe od pradu, bgdz
przerwie kabel sieciowy. Dlatego bardzo wazne jest umieszczenie urzgdzen sieciowych w zamykanych pomieszczeniach, gdzie nie ma dostepu
nikt poza dobrze znanymi nam pracownikami. Podobnie rzecz sie ma z newralgicznymi komputerami kazdej sieci, czyli serwerami.

Najprostszym ztamaniem niezbyt dobrych zabezpieczen fizycznego dostepu jest przyktad sprzataczki. Sprzgtacz czy sprzgtaczka majg
zazwyczaj bezproblemowy dostep do wielu pomieszczen, nikt nie zwraca raczej na nich uwagi, bowiem to normalne, ze wszedzie moga
posprzgtaé jak rowniez przekonanie o nieduzym wyksztatceniu tych oséb sprawia kamuflaz niemalze doskonaty dla potencjalnego rabusia
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danych. Trzeba pamieta¢ takze, ze zwykte terminale podpiete do sieci od wewnatrz tez sg zrédtem zagrozenia, gdy wpadng w niepowotane rece,
bowiem omijajg wszelkie urzgdzenia zabezpieczajgce bedgce na styku Swiata zewnetrznego i naszej sieci.

Szczegdlnie na niezauwazone ataki jestesmy narazeni od wewnagtrz w sieciach bezprzewodowych gdzie intruz nie ma de facto fizycznego
kontaktu z siecig, a moze sie do niej dostac.

Powinnismy takze zdawac sobie sprawe z zagrozenia jakie mogg nies¢ dyski CD, dyskietki, dyski wymienne, na ktérych mogg znajdowac sie
niebezpieczne programy lub odwrotnie mogg znalez¢ sie dane prywatne, ktérych tam nie powinno byc.

Dopiero gdy podatnosci na fizyczne zagrozenia zostang zminimalizowane mozemy mys$le¢ o sposobie zabezpieczeh na wyzszych warstwach
modelu odniesienia OSI. Gdy tego nie zrobimy nasze bezpieczehstwo pewnie runie jak dom ze ztymi fundamentami.

Podsumowujgc ataki na system komputerowy ze wzgledu na miejsce, z ktérego sg przeprowadzane mozna podzieli¢ na:
lokalne — intruz ma fizyczny dostep do atakowanego komputera (sg najgrozniejsze)

Z sieci:

wewnetrzne — atak przeprowadzany z sieci, do ktérej bezposrednio wtgczony jest cel ataku

zewnetrzne (zdalne) — atakujgcy znajduje sie w sieci zewnetrznej wzgledem celu ataku (najtrudniejsze do przeprowadzenia i najbardziej
widowiskowe)

Intruz atakuje nasz system komputerowy przeprowadzajgc serie atakow. Ataki te mozna podzieli¢ na trzy grupy:

Ataki rozpoznawcze — zazwyczaj sg pierwszym objawem proby wtamania sie. Polegajg na zbieraniu informacji o uruchomionych komputerach,
urzgdzeniach oraz uruchomionych na nich aplikacjach, systemie operacyjnym i jego wersji. Jest to tzw. rozpoznanie terenu, ktére nie jest
szkodliwe oprocz zebranych informaciji, ktére moga by¢ wykorzystane pdzniej.

Ataki dostepu — to juz wtasciwy atak na uzyskanie konkretnych danych ich modyfikacji lub zniszczenia, bgdz tez uzyskaniu wysokich
przywilejow w systemie operacyjnym. Ich szkodliwosc jest bardzo duza.

Ataki blokowania ustug (DoS — Denial of Service) — ma na celu uniemozliwienie wiasciwego korzystania z ustug lub dostepu do sieci dla
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autoryzowanych uzytkownikéw. Jezeli jest przeprowadzony z wielu komputerow naraz to nosi nazwe rozproszonego ataku blokowania ustug
(DDoS — Distributed Denial of Service). Nie jest az tak niebezpieczny jak drugi typ ataku, ale szczegdlnie dla duzych korporacji moze sie taki sta¢
i przynies¢ duze straty, poniewaz niedostepnos¢ ustug swiadczonych przez serwery firmy moze zawie$¢ zaufanie jej klientéw i wptynagé
negatywnie na jej notowania.

Skutkiem ataku na system komputerowy moze byc:
Blokada tego systemu (atak z rodzaju DoS)

Przejecie uprawnien autoryzowanego uzytkownika systemu (przez co ma dostep do informaciji, ktére ten uzytkownik moze pozyskiwac, moze
zmieni¢ ustawienia systemu, moze wykorzystac¢ system do dalszych atakéw lub np. jako przekaznik spamu tzw. open-proxy).

Dla potrzeb ochrony sieci komputerowej nalezy stworzy¢ wtasciwy system bezpieczenstwa. System bezpieczenstwa definiuje sie, bowiem jako
system teleinformatyczny osadzony w pewnym srodowisku, w ktérym dziata i zawiera w sobie pewien zbioér obiektéw, ktére majg podatnosci,
zbidr srodkdéw ochrony, zbior podatnosci oraz zbiér zagrozen, przed ktérymi chcemy sie zabezpieczyc.

Zrodto: http://cisco-ids-pix.eprace.edu.pl/621.Analiza_zagrozen_dla_sieci_komputerowej.html
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